1. **Scope.** This Carahsoft Rider and the Manufacturer End User License Agreement (EULA) establish the terms and conditions enabling Carahsoft to provide Software and Services to U.S. Government agencies (the "Client" or “Licensee”).

2. **Applicability.** The terms and conditions in the attached Manufacturer EULA are hereby incorporated by reference to the extent that they are consistent with Federal Law (e.g., the Anti-Deficiency Act (31 U.S.C. § 1341(a)(1)(B)), the Contracts Disputes Act of 1978 (41. U.S.C. § 601-613), the Prompt Payment Act, the Anti-Assignment statutes (31 U.S.C. § 3727 and 41 § U.S.C. 15), 28 U.S.C. § 516 (Conduct of Litigation Reserved to Department of Justice (DOJ), and 28 U.S.C. § 1498 (Patent and copyright cases)). To the extent the terms and conditions in the Manufacturer's EULA are inconsistent with the Federal Law (See FAR 12.212(a)), they shall be deemed deleted and unenforceable under any resultant orders under Carahsoft’ s contract #GS-35F-0119Y, including, but not limited to the following:

   (a) **Contracting Parties.** The Government customer (Licensee) is the “Ordering Activity”, “defined as an entity authorized to order under GSA contracts as set forth in GSA ORDER 4800.2G ADM, as may be revised from time to time. The Licensee cannot be an individual because any implication of individual licensing triggers the requirements for legal review by Federal Employee unions. Conversely, because of competition rules, the contractor must be defined as a single entity even if the contractor is part of a corporate group. The Government cannot contract with the group, or in the alternative with a set of contracting parties.

   (b) **Changes to Work and Delays.** Subject to GSAR Clause 552.243-72, Modifications (Federal Supply Schedule) (July 200 0) (Deviation I 2010) (AUG 1987), and 52.212 -4 (f) Excusable delays. (JUN 2010) regarding which the GSAR and the FAR provisions shall take precedence.

   (c) **Contract Formation.** Subject to FAR Sections 1.601(a) and 43.102, the Government Order must be signed by a duly warranted contracting officer, in writing. The same requirement applies to contract modifications affecting the rights of the parties. All terms and conditions intended to bind the Government must be included within the contract signed by the Government.

   (d) **Audit.** During the term of this Agreement: (a) If Ordering Activity's security requirements included in the Order are met, Manufacturer or its designated agent may audit Ordering Activity’s facilities and records to verify Ordering Activity's compliance with this Agreement. Any such audit will take place only during Ordering Activity's normal business hours contingent upon prior written notice and adherence to any security measures the Ordering Activity deems appropriate, including any requirements for personnel to be cleared prior to accessing sensitive facilities. Carahsoft on behalf of the Manufacturer will give Ordering Activity written notice
of any non-compliance, including the number of underreported Units of Software or Services ("Notice"); or (b) If Ordering Activity’s security requirements are not met and upon Manufacturer's request, Ordering Activity will run a self-assessment with tools provided by and at the direction of Manufacturer ("Self-Assessment") to verify Ordering Activity's compliance with this Agreement.

(e) **Termination.** Clauses in the Manufacturer EULA referencing termination or cancellation the Manufacturer’s EULA are hereby deemed to be deleted. Termination shall be governed by the FAR 52.212-4 and the Contract Disputes Act, 41 U.S.C. §§ 601-613, subject to the following exceptions:

   Carahsoft may request cancellation or termination of the License Agreement on behalf of the Manufacturer if such remedy is granted to it after conclusion of the Contracts Disputes Act dispute resolutions process referenced in Section Q below or if such remedy is otherwise ordered by a United States Federal Court.

(f) **Consent to Government Law / Consent to Jurisdiction.** Subject to the Contracts Disputes Act of 1978 (41. U.S.C §§ 7101-7109) and Federal Tort Claims Act (28 U.S.C. §1346(b)). The validity, interpretation and enforcement of this Rider will be governed by and construed in accordance with the laws of the United States. In the event the Uniform Computer Information Transactions Act (UCITA) or any similar federal laws or regulations are enacted, to the extent allowed by law, it will not apply to this Agreement, and the governing law will remain as if such law or regulation had not been enacted. All clauses in the Manufacturer EULA referencing equitable remedies are deemed not applicable to the Government order and are therefore deemed to be deleted.

(g) **Force Majeure.** Subject to FAR 52.212 -4 (f) Excusable delays. (JUN 2010). Unilateral Termination by the Contractor does not apply to a Government order and all clauses in the Manufacturer EULA referencing unilateral termination rights of the Manufacturer are hereby deemed to be deleted.

(h) **Assignment.** All clauses regarding Assignment are subject to FAR Clause 52.232-23, Assignment of Claims (JAN 1986) and FAR 42.12 Novation and Change-of-Name Agreements, and all clauses governing Assignment in the Manufacturer EULA are hereby deemed to be deleted.

(i) **Waiver of Jury Trial.** All clauses referencing waiver of Jury Trial are subject to FAR Clause 52.233-1, Disputes (JUL. 2002), and all clauses governing waiver of jury trial in the Manufacturer EULA are hereby deemed to be deleted.

(j) **Customer Indemnities.** All Manufacturer EULA clauses referencing Customer Indemnities are hereby deemed to be deleted.

(k) **Contractor Indemnities.** All Manufacturer EULA clauses that (1) violate DOJ’s right (28 U.S.C. 516) to represent the Government in any case and/or (2) require that the Government give sole control over the litigation and/or settlement, are hereby deemed to be deleted.

(l) **Renewals.** All Manufacturer EULA clauses that violate the Anti-Deficiency Act (31 U.S.C. 1341, 41 U.S.C. 11) ban on automatic renewal are hereby deemed to be deleted.
(m) **Future Fees or Penalties.** All Manufacturer EULA clauses that violate the Anti-Deficiency Act (31 U.S.C. 1341, 41 U.S.C. 11), which prohibits the Government from paying any fees or penalties beyond the Contract amount, unless specifically authorized by existing statutes, such as the Prompt Payment Act, or Equal Access To Justice Act 31 U.S.C. 3901, 5 U.S.C. 504 are hereby deemed to be deleted.

(n) **Taxes.** Taxes are subject to FAR 52.212-4(k), which provides that the contract price includes all federal, state, local taxes and duties.

(o) **Third Party Terms.** Subject to the actual language agreed to in the Order by the Contracting Officer. Any third party manufacturer will be brought into the negotiation, or the components acquired separately under Federally-compatible agreements, if any. Contractor indemnities do not constitute effective migration.

(p) **Installation and Use of the Software.** Installation and use of the software shall be in accordance with the Rider and Manufacturer EULA, unless an Ordering Activity determines that it requires different terms of use and Manufacturer agrees in writing to such terms in a valid task order placed pursuant to the Government contract.

(q) **Dispute Resolution and Venue.** Any disputes relating to the Manufacturer EULA and to this Rider shall be resolved in accordance with the FAR, and the Contract Disputes Act, 41 U.S.C. §§ 7101-7109. The Ordering Activity expressly acknowledges that Carahsoft, on behalf of the Manufacturer, shall have standing to bring such claim under the Contract Disputes Act.

(r) **Limitation of Liability: Subject to the following:**

Carahsoft, Manufacturer and Ordering Activity shall not be liable for any indirect, incidental, special, or consequential damages, or any loss of profits, revenue, data, or data use. Further, Carahsoft, Manufacturer and Ordering Activity shall not be liable for punitive damages except to the extent this limitation is prohibited by applicable law. This clause shall not impair the U.S. Government’s right to recover for fraud or crimes arising out of or related to this Government Contract under any federal fraud statute, including the False Claims Act, 31 U.S.C. §§ 3729-3733.

(s) **Advertisements and Endorsements.** Unless specifically authorized by an Ordering Activity in writing, such use of the name or logo of any U.S. Government entity is prohibited.

(t) **Public Access to Information.** Manufacturer agrees that the EULA and this Rider contain no confidential or proprietary information and acknowledges the EULA and this Rider will be available to the public.

(u) **Confidentiality.** Any provisions that require the Licensee to keep certain information confidential are subject to the Freedom of Information Act, 5 U.S.C. §552, and any order by a United States Federal Court.
This Master Subscription Agreement ("Agreement") is entered into and effective as of ________________ ("Effective Date") by and between Threat Stream, Inc., a Delaware corporation, having its principal place of business at 401 Warren Street, suite 200, Redwood City, CA 94063 ("ThreatStream ") and _____________________, a ______________ corporation, having its principal place of business at ________________ ("Customer").

For good and valuable consideration, the receipt and sufficiency of which is hereby acknowledged, the parties agree as follows:

1. Definitions.

"Affiliate" means any entity which directly or indirectly controls, is controlled by, or is under common control with the subject entity. "Control," for purposes of this definition, means direct or indirect ownership or control of more than 50% of the voting interests of the subject entity.

"Customer Data" means all electronic data or information submitted by Customer to the Service.

"Malicious Code" means viruses, worms, time bombs, Trojan horses and other harmful or malicious code, files, scripts, agents or programs.

"Quote" means the ordering documents for Customer's purchases from ThreatStream that are executed hereunder by the parties from time to time. Quotes shall be deemed incorporated herein.

"Service" means the online, Web-based application provided by ThreatStream via http://www.ThreatStream.com and/or other designated websites, including associated offline components, as described by the User Guide.

"User Guide" means the online user guide for the Service, accessible to logged in users at https://optic.threatstream.com, and is updated from time to time.

"Users" means individuals who are authorized by Customer to use the Service, for whom subscriptions to the Service have been purchased, and who have been supplied user identifications and passwords by Customer (or by ThreatStream at Customer's request). Users may include but are not limited to employees, consultants, contractors and agents of Customer or its Affiliates.

2. Service.

2.1 Provision of Service. ThreatStream shall make the Service available to Customer and its Users pursuant to this Agreement and all Quotes during a subscription term. Customer agrees that its purchase of subscriptions is neither contingent upon the delivery of any future functionality or features nor dependent upon any oral or written public comments made by ThreatStream with respect to future functionality or features.

2.2 Additional Users. User subscriptions are for designated Users and cannot be shared or used by more than one User but may be reassigned to new Users replacing former Users who no longer require ongoing use of the Service. Unless otherwise specified in the relevant Quote, (i) the term of the additional User subscriptions shall be coterminous with the expiration of the subscription term in effect at the time the additional Users are added; and (ii) pricing for the additional User subscriptions shall be the same as that for the pre-existing subscriptions, prorated for the remainder of the subscription term in effect at the time the additional Users are added.

2.3 Customer Affiliates. Customer Affiliates may purchase and use User subscriptions subject to the terms of this Agreement by executing Quotes hereunder.

3. Use of the Service.

3.1 ThreatStream Responsibilities. ThreatStream shall: (i) in addition to its confidentiality obligations hereunder, not use, modify or disclose to anyone other than Users the Customer Data; (ii) maintain the security and integrity of the Service and the Customer Data; (iii) provide basic support to Customer's Users, at no additional charge; and (iv) use commercially reasonable efforts to make the Service available 24 hours a day, 7 days a week, except for: (a) planned downtime (of which ThreatStream shall give at least 8 hours notice via the Service and which ThreatStream shall schedule to the extent reasonably practicable during the weekend hours from 6:00 p.m. PT Friday to 3:00 a.m. PT Monday); or (b) any unavailability caused by circumstances beyond ThreatStream ’s reasonable control, including without limitation, acts of Nature, acts of government, flood, fire, earthquakes, civil unrest, acts of terror, strikes or other labor problems (other than those involving ThreatStream employees), computer, telecommunications, Internet service provider or hosting facility failures or delays involving hardware, software or power systems not within ThreatStream ‘s possession or reasonable control, and denial of service attacks.

3.2 Customer Responsibilities. Customer is responsible for all activities that occur in User accounts and for Users’ compliance with this Agreement. Customer shall: (i) have sole responsibility for the accuracy, quality, integrity, legality, reliability, and appropriateness of all Customer Data; (ii) use commercially reasonable efforts to prevent unauthorized
access to, or use of, the Service, and notify ThreatStream promptly of any such unauthorized access or use; and (iii) comply with all applicable local, state, federal and foreign laws in using the Service.

3.3 Use Guidelines. Customer shall use the Service solely for its internal business purposes as contemplated by this Agreement and shall not: (i) license, sublicense, sell, resell, rent, lease, transfer, assign, distribute, time share or otherwise commercially exploit or make the Service available to any third party, other than to Users or as otherwise contemplated by this Agreement; (ii) send spam or otherwise duplicative or unsolicited messages in violation of applicable laws; (iii) send or store infringing, obscene, threatening, libelous, or otherwise unlawful or tortious material, including material that is harmful to children or violates third party privacy rights; (iv) send or store Malicious Code; (v) interfere with or disrupt the integrity or performance of the Service or the data contained therein; or (vi) attempt to gain unauthorized access to the Service or its related systems or networks.

3.4 Third-Party Providers. Certain third-party providers, some of which may be listed on pages within ThreatStream’s website, offer products and services related to the Service, including implementation, customization and other consulting services related to customers’ use of the Service and applications (both offline and online) that work in conjunction with the Service, such as by exchanging data with the Service or by offering additional functionality within the user interface of the Service through use of the Service’s application programming interface. ThreatStream does not warrant any such third-party providers or any of their products or services, whether or not such products or services are designated by ThreatStream as “certified,” “validated” or otherwise. Any exchange of data or other interaction between Customer and a third-party provider, and any purchase by Customer of any product or service offered by such third-party provider, is solely between Customer and such third-party provider. In addition, from time to time, certain additional functionality (not defined as part of the Service) may be offered by ThreatStream to Customer, for an additional fee, on a pass-through or OEM basis pursuant to terms specified by the licensor and agreed to by Customer in connection with a separate purchase by Customer of such additional functionality. Customer’s use of any such additional functionality shall be governed by such terms, which shall prevail in the event of any inconsistency with the terms of this Agreement. No purchase of such third-party products or services is required to use the Service.

3.5 Publicity. Neither party may issue press releases relating to this Agreement without the other party’s prior written consent. Either party may include the name and logo of the other party in lists of customers or vendors.

4. Fees & Payment.

4.1 User Fees. Customer shall pay all fees specified in all Quotes hereunder. Except as otherwise provided, all fees are quoted and payable in United States dollars. Except as otherwise specified herein or in an Quote, fees are based on services purchased and not actual usage, payment obligations are non-cancelable, fees paid are non-refundable, and the number of subscriptions purchased cannot be decreased during the relevant subscription term stated on the Quote.

4.2 Invoicing & Payment. When required by Customer’s payment systems Customer shall provide a purchase order confirming the fees set forth in an applicable Quote within 10 business days of its effective date. Fees for the Service will be invoiced in advance and otherwise in accordance with the relevant Quote. Unless otherwise stated in the Quote, charges are due on receipt of invoice. Customer is responsible for maintaining complete and accurate billing and contact information on the Service.

4.3 Overdue Payments. Any payment not received from Customer by the due date may accrue (except with respect to charges then under reasonable and good faith dispute), at ThreatStream’s discretion, late charges at the rate of 1.5% of the outstanding balance per month, or the maximum rate permitted by law, whichever is lower, from the date such payment was due until the date paid.

4.4 Suspension of Service. If Customer’s account is 30 days or more overdue (except with respect to charges then under reasonable and good faith dispute), in addition to any of its other rights or remedies, ThreatStream reserves the right to suspend the Service provided to Customer, without liability to Customer, until such amounts are paid in full.

4.5 Taxes. Unless otherwise stated, ThreatStream’s fees do not include any direct or indirect local, state, federal or foreign taxes, levies, duties or similar governmental assessments of any nature, including value-added, use or withholding taxes (collectively, “Taxes”). Customer is responsible for paying all Taxes associated with its purchases hereunder, excluding taxes based on ThreatStream’s net income or property. If ThreatStream has the legal obligation to pay or collect Taxes for which Customer is responsible under this section, the appropriate amount shall be invoiced to and paid by Customer, unless Customer provides ThreatStream with a valid tax exemption certificate authorized by the appropriate taxing authority.

5. Proprietary Rights.

5.1 Reservation of Rights. Subject to the limited rights expressly granted hereunder, ThreatStream reserves all rights,
title and interest in and to the Service, including all related intellectual property rights. No rights are granted to Customer hereunder other than as expressly set forth herein.

5.2 Restrictions. Customer shall not (i) modify, copy or create derivative works based on the Service; (ii) frame or mirror any content forming part of the Service, other than on Customer’s own intranets or otherwise for its own internal business purposes; (iii) reverse engineer the Service; or (iv) access the Service in order to (A) build a competitive product or service, or (B) copy any ideas, features, functions or graphics of the Service.

Customer Data. As between ThreatStream and Customer, Customer exclusively owns all rights, title and interest in and to all Customer Data. Customer Data is deemed Confidential Information under this Agreement. Except as necessary to provide the Service or to use and disclose aggregate trend data without disclosing specific Customer Data, ThreatStream shall not access Customer’s User accounts, including Customer Data, except to respond to service or technical problems or at Customer’s request.

5.3 Suggestions. ThreatStream shall have a royalty-free, worldwide, transferable, sublicensable, irrevocable, perpetual license to use or incorporate into the Service any suggestions, enhancement requests, recommendations or other feedback provided by Customer or its Users relating to the operation of the Service.

6. Confidentiality.

6.1 Definition of Confidential Information. As used herein, "Confidential Information" means all confidential and proprietary information of a party ("Disclosing Party") disclosed to the other party ("Receiving Party"), whether orally or in writing, that is designated as confidential or that reasonably should be understood to be confidential given the nature of the information and the circumstances of disclosure, including the terms and conditions of this Agreement (including pricing and other terms reflected in all Quotes hereunder), the Customer Data, the Service, business and marketing plans, technology and technical information, product designs, and business processes. Confidential Information (except for Customer Data) shall not include any information that: (i) is or becomes generally known to the public without breach of any obligation owed to the Disclosing Party; (ii) was known to the Receiving Party prior to its disclosure by the Disclosing Party without breach of any obligation owed to the Disclosing Party; (iii) was independently developed by the Receiving Party without breach of any obligation owed to the Disclosing Party; or (iv) is received from a third party without breach of any obligation owed to the Disclosing Party.

6.2 Confidentiality. The Receiving Party shall not disclose or use any Confidential Information of the Disclosing Party for any purpose outside the scope of this Agreement, except with the Disclosing Party’s prior written permission.

6.3 Protection. Each party agrees to protect the confidentiality of the Confidential Information of the other party in the same manner that it protects the confidentiality of its own proprietary and confidential information of like kind (but in no event using less than reasonable care).

6.4 Compelled Disclosure. If the Receiving Party is compelled by law to disclose Confidential Information of the Disclosing Party, it shall provide the Disclosing Party with prior notice of such compelled disclosure (to the extent legally permitted) and reasonable assistance, at Disclosing Party’s cost, if the Disclosing Party wishes to contest the disclosure.

6.5 Remedies. If the Receiving Party discloses or uses (or threatens to disclose or use) any Confidential Information of the Disclosing Party in breach of confidentiality protections hereunder, the Disclosing Party shall have the right, in addition to any other remedies available to it, to seek injunctive relief to enjoin such acts, it being specifically acknowledged by the parties that any other available remedies are inadequate.

7. Warranties & Disclaimers.

7.1 Warranties. Each party represents and warrants that it has the legal power to enter into this Agreement. ThreatStream represents and warrants that (i) it will provide the Service in a manner consistent with general industry standards reasonably applicable to the provision thereof; (ii) the Service shall perform materially in accordance with the User Guide; (iii) the functionality of the Service will not be materially decreased during a subscription term; (iv) the Service will not contain or transmit to Customer any Malicious Code (except for any Malicious Code contained in User-uploaded attachments or otherwise originating from Users); (v) it owns or otherwise has sufficient rights in the Service to grant to Customer the rights to use the Service granted herein; and (vi) the Service does not infringe any intellectual property rights of any third party.

7.2 Disclaimer. EXCEPT AS EXPRESSLY PROVIDED HEREIN, THREATSTREAM MAKES NO WARRANTIES OF ANY KIND, WHETHER EXPRESS, IMPLIED, STATUTORY OR OTHERWISE, AND SPECIFICALLY DISCLAIMS ALL IMPLIED WARRANTIES, INCLUDING ANY WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE, TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW.
8. Mutual Indemnification.

8.1 Indemnification by ThreatStream. Subject to this Agreement, ThreatStream shall defend, indemnify and hold Customer harmless against any loss, damage or costs (including reasonable attorneys' fees) incurred in connection with claims, demands, suits, or proceedings ("Claims") made or brought against Customer by a third party alleging that the use of the Service as contemplated hereunder infringes the intellectual property rights of a third party; provided, that Customer (a) promptly gives written notice of the Claim to ThreatStream; (b) gives ThreatStream sole control of the defense and settlement of the Claim (provided that ThreatStream may not settle or defend any Claim unless it unconditionally releases Customer of all liability); and (c) provides to ThreatStream, at ThreatStream’s cost, all reasonable assistance.

8.2 Indemnification by Customer. Subject to this Agreement, Customer shall defend, indemnify and hold ThreatStream harmless against any loss, damage or costs (including reasonable attorneys' fees) incurred in connection with Claims made or brought against ThreatStream by a third party alleging that the Customer Data, or Customer's use of the Service in violation of this Agreement, infringes the intellectual property rights of, or has otherwise harmed, a third party; provided, that ThreatStream (a) promptly gives written notice of the Claim to Customer; (b) gives Customer sole control of the defense and settlement of the Claim (provided that Customer may not settle or defend any Claim unless it unconditionally releases ThreatStream of all liability); and (c) provides to Customer, at Customer's cost, all reasonable assistance.

9. Limitation of Liability.

9.1 Limitation of Liability. IN NO EVENT SHALL EITHER PARTY OR ITS SUPPLIERS AGGREGATE LIABILITY ARISING OUT OF OR RELATED TO THIS AGREEMENT, WHETHER IN CONTRACT, TORT OR UNDER ANY OTHER THEORY OF LIABILITY, EXCEED THE LESSER OF $50,000 OR THE AMOUNTS ACTUALLY PAID BY AND DUE FROM CUSTOMER HEREUNDER IN THE TWELVE MONTHS PRECEDING THE INCIDENT GIVING RISE TO LIABILITY.

9.2 Exclusion of Consequential and Related Damages. IN NO EVENT SHALL EITHER PARTY OR ITS SUPPLIERS HAVE ANY LIABILITY TO THE OTHER PARTY FOR ANY LOST PROFITS OR FOR ANY INDIRECT, SPECIAL, INCIDENTAL, PUNITIVE, OR CONSEQUENTIAL DAMAGES HOWEVER CAUSED AND, WHETHER IN CONTRACT, TORT OR UNDER ANY OTHER THEORY OF LIABILITY, WHETHER OR NOT THE PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

10. Term & Termination.

10.1 Term of Agreement. This Agreement commences on the Effective Date and continues until all User subscriptions granted in accordance with this Agreement have expired or been terminated.

10.2 Term of User Subscriptions. User subscriptions commence on the start date specified in the relevant Quote and continue for the subscription term specified therein. User subscriptions shall automatically renew for additional periods of one (1) year at the list price in effect at the time of renewal unless either party gives the other notice of non-renewal at least 30 days prior to the end of the relevant subscription term.

10.3 Termination for Cause. A party may terminate this Agreement for cause: (i) upon 30 days written notice of a material breach to the other party if such breach remains uncured at the expiration of such period; or (ii) if the other party becomes the subject of a petition in bankruptcy or any other proceeding relating to insolvency, receivership, liquidation or assignment for the benefit of creditors. Upon any termination for cause by Customer, ThreatStream shall refund Customer any prepaid fees covering the remainder of the subscription term after the date of termination.

10.4 Outstanding Fees. Termination shall not relieve Customer of the obligation to pay any fees accrued or payable to ThreatStream prior to the effective date of termination.

10.5 Surviving Provisions. The following provisions shall survive any termination or expiration of this Agreement: Sections 4 through 11.


11.1 Relationship of the Parties. The parties are independent contractors. This Agreement does not create a partnership, franchise, joint venture, agency, fiduciary or employment relationship between the parties.

11.2 No Third-Party Beneficiaries. There are no third-party beneficiaries to this Agreement.

11.3 Notices. All notices under this Agreement shall be in writing and shall be deemed to have been given upon: (i) personal delivery; (ii) the second business day after mailing; (iii) the second business day after sending by confirmed facsimile; or (iv) the second business day after sending by email. Notices to ThreatStream shall be addressed to the attention of its VP, Finance, with a copy to its General VP, Finance.
11.4 Waiver and Cumulative Remedies. No failure or delay by either party in exercising any right under this Agreement shall constitute a waiver of that right. Other than as expressly stated herein, the remedies provided herein are in addition to, and not exclusive of, any other remedies of a party at law or in equity.

11.5 Severability. If any provision of this Agreement is held by a court of competent jurisdiction to be contrary to law, the provision shall be modified by the court and interpreted so as best to accomplish the objectives of the original provision to the fullest extent permitted by law, and the remaining provisions of this Agreement shall remain in effect.

11.6 Assignment. Neither party may assign any of its rights or obligations hereunder, whether by operation of law or otherwise, without the prior written consent of the other party (not to be unreasonably withheld). Notwithstanding the foregoing, either party may assign this Agreement in its entirety (including all Quotes), without consent of the other party, in connection with a merger, acquisition, corporate reorganization, or sale of all or substantially all of its assets not involving a direct competitor of the other party. Any attempt by a party to assign its rights or obligations under this Agreement in breach of this section shall be void and of no effect. Subject to the foregoing, this Agreement shall bind and inure to the benefit of the parties, their respective successors and permitted assigns.

11.7 Governing Law. This Agreement shall be governed exclusively by the internal laws of the State of California, without regard to its conflicts of laws rules.

11.8 Venue; Waiver of Jury Trial. The state and federal courts located in San Mateo County, California shall have exclusive jurisdiction to adjudicate any dispute arising out of or relating to this Agreement. Each party hereby consents to the exclusive jurisdiction of such courts. Each party also hereby waives any right to jury trial in connection with any action or litigation in any way arising out of or related to this Agreement.

11.9 Entire Agreement. This Agreement, including all exhibits and addenda hereto and all Quotes, constitutes the entire agreement between the parties, and supersedes all prior and contemporaneous agreements, proposals or representations, written or oral, concerning its subject matter. No modification, amendment, or waiver of any provision of this Agreement shall be effective unless in writing and signed by the party against whom the modification, amendment or waiver is to be asserted. To the extent of any conflict or inconsistency between the provisions in the body of this Agreement and any exhibit or addendum hereto or any Quote, the terms of such exhibit, addendum or Quote shall prevail. Notwithstanding any language to the contrary therein, no terms or conditions stated in a Customer purchase order or in any other Customer order documentation (excluding Quotes) shall be incorporated into or form any part of this Agreement, and all such terms or conditions shall be null and void.

11.10 Counterparts. This Agreement may be executed by facsimile and in counterparts, which taken together shall form one legal instrument.

IN WITNESS WHEREOF, the parties' authorized signatories have duly executed this Agreement as of the Effective Date.

THREATSTREAM, INC.

By: ___________________________

Print Name: ___________________________

Title: ___________________________

Date: ___________________________

CUSTOMER

By: ___________________________

Print Name: ___________________________

Title: ___________________________

Date: ___________________________