
End User License Agreement 
 

Effective Date:  March 11, 2025 

This SAAS and Services Agreement, including all documents referenced and incorporated below 

and the Order Form which by this reference is incorporated herein (collectively, this 

“Agreement”), is a binding agreement between  Euna Solutions, Inc.(referred to as “Licensor” or 

“EUNA,” as part of the EUNA brand) and the entity identified on the Order Form as the Customer 

(“Customer”).  EUNA and Customer are sometimes individually referred to as a “Party” and 

collectively referred to as the “Parties.” The Parties agree as follows: 

LICENSOR PROVIDES THE SAAS OFFERING, PROFESSIONAL SERVICES, SOFTWARE 

AND DOCUMENTATION SOLELY ON THE TERMS AND CONDITIONS SET FORTH IN 

THIS AGREEMENT AND ON THE CONDITION THAT CUSTOMER ACCEPTS AND 

FULLY COMPLIES WITH THEM.  BY ISSUING A WRITTEN PURCHASE ORDER AFTER 

REVIEWING THESE TERMS YOU (A) ACCEPT THIS AGREEMENT AND AGREE THAT 

CUSTOMER IS LEGALLY BOUND BY ITS TERMS AND CONDITIONS; AND (B) 

REPRESENT AND WARRANT THAT: (I) YOU ARE OF LEGAL AGE TO ENTER INTO A 

BINDING AGREEMENT; AND (II) IF CUSTOMER IS A CORPORATION, 

GOVERNMENTAL ORGANIZATION, OR OTHER LEGAL ENTITY, YOU HAVE THE 

RIGHT, POWER, AND AUTHORITY TO ENTER INTO THIS AGREEMENT ON BEHALF 

OF CUSTOMER AND BIND CUSTOMER TO ITS TERMS.  IF CUSTOMER DOES NOT 

AGREE TO THE TERMS AND CONDITIONS OF THIS AGREEMENT, LICENSOR WILL 

NOT AND DOES NOT LICENSE OR PROVIDE THE SAAS OFFERING, PROFESSIONAL 

SERVICES, SOFTWARE OR OTHER DELIVERABLE TO CUSTOMER AND YOU MUST 

NOT DOWNLOAD, USE OR ACCESS THE SAAS OFFERING, SOFTWARE OR 

DOCUMENTATION OR OTHERWISE RECEIVE THE PROFESSIONAL SERVICES. 

NOTWITHSTANDING ANYTHING TO THE CONTRARY IN THIS AGREEMENT OR 

YOUR OR CUSTOMER’S ACCEPTANCE OF THE TERMS AND CONDITIONS OF THIS 

AGREEMENT, NO LICENSE IS GRANTED (WHETHER EXPRESSLY, BY IMPLICATION, 

OR OTHERWISE) UNDER THIS AGREEMENT WITHOUT AN APPLICABLE ORDER 

FORM AND PAYMENT OF ALL REQUIRED FEES, COSTS AND AMOUNTS.  THIS 

AGREEMENT EXPRESSLY EXCLUDES ANY RIGHT CONCERNING ANY SAAS 

OFFERING, PROFESSIONAL SERVICES, SOFTWARE OR DOCUMENTATION THAT 

CUSTOMER DID NOT ACQUIRE LAWFULLY OR THAT IS NOT A LEGITIMATE, 

AUTHORIZED COPY OF LICENSOR’S SAAS OFFERING, SOFTWARE OR 

DOCUMENTATION. 

1.       Definitions. 

a.       “Diagnostic Data” means all aggregated and de-identified information that 
EUNA’s systems or applications automatically collect regarding Customer’s use of the 



SAAS Offering and its performance, including to compile statistical and performance 
information related to the provision and operation of the SAAS Offering. 

b.       “Authorized User” means Customer’s employees, consultants, contractors, and 
agents (i) who are authorized by Customer to access and use the SAAS Offering under 
the rights granted to Customer pursuant to this Agreement and the applicable Order 
Form, and (ii) for whom access to the SAAS Offering has been purchased hereunder. 

c.       “Confidential Information” means any information relating to a Disclosing Party 
(as defined in Section 9), its business, technology, suppliers, licensors, resellers, 
distributors, customers, and third parties to whom the Disclosing Party has an 
obligation of confidentiality, whether in tangible or intangible form, which is either 
marked or designated as “confidential” or “proprietary,” or disclosed under 
circumstances indicating its confidential or proprietary nature, or otherwise would be 
known to be confidential or proprietary by a reasonable person. 

d.       “Customer Data” means, other than Diagnostic Data, information, data, and other 
content, in any form or medium, that is submitted, posted, or otherwise transmitted by 
or on behalf of Customer or an Authorized User through the SAAS Offering 
or Professional Services, as applicable. 

e.       “Deliverable” means all documents, work product and other materials that are 
delivered to Customer under this Agreement or prepared by or on behalf of the EUNA 
in the course of performing the Professional Services or providing the SAAS Offering, 
including any items identified as such in the applicable Order Form. 

f.        “Documentation” means the applicable training, informational or support videos 
and documentation relating to (i) the use of and access to the SAAS Offering and (ii) 
any error corrections, bug fixes, enhancements, improvements, new releases, 
maintenance releases and updates thereto, provided by EUNA to Customer in any 
format. 

g.       “Fees” means the fees set forth in the applicable Order Form in accordance with 
the GSA Schedule Pricelist. 

h.       “Intellectual Property Rights” (i) all United States and foreign patents, patent 
applications, and certificates of invention, and all continuations, continuations in part, 
extensions, renewals, divisions, re-issues and re-examinations relating thereto; (ii) all 
moral rights and copyrights in any work of authorship or other work recognized by 
applicable Law, including all copyright registrations issued by the United States 



Register of Copyrights and applications therefor, together with any renewal or 
extension thereof, or by similar authority in any other jurisdiction, and all rights deriving 
therefrom; (iii) all, whether registered or unregistered, trademarks, service marks, 
domain names, trade names and trade dress, and all goodwill relating thereto; (iv) all 
rights in all trade secrets, know-how, and confidential information; and (v) other 
intellectual property rights protectible under any Laws or international conventions 
throughout the world, and in each case including the right to apply for registrations, 
certificates, or renewals with respect thereto and the right to prosecute, enforce, 
obtain damages relating to, settle or release any past, present, or future infringement 
or misappropriation thereof. 

i.        “Law” means all applicable laws (including those arising under common law), 
statutes, codes, rules, regulations, reporting or licensing requirements, ordinances and 
other pronouncements having the effect of law in the United States, any foreign 
country or any domestic or foreign state, county, city or other political subdivision, 
including those promulgated, interpreted or enforced by any governmental or 
regulatory authority. 

j.        “Order Form” means the order form between the Parties that incorporates this 
Agreement. 

k.       “Public Facing Software” means a portion of the Software made available by the 
Customer to members of the general public. 

l.        “SAAS IP” means the SAAS Offering and the Documentation. For the avoidance of 
doubt, SAAS IP includes proprietary data structures, database schemas, 
metadata, Diagnostic Data and any information, data, or other content derived from 
EUNA’s monitoring of Customer’s access to or use of the SAAS IP but does not include 
Customer Data. 

m.     “SAAS Offering” means the software-as-a-service offering, including any 
integrated platform offering, as set out in the applicable Order Form. 

n.       “Professional Services” means the services set out in the applicable Order Form 
and any associated statement of work attached or referenced in the Order Form 
(“Statement of Work”), if applicable. 

o.       “Term” has the meaning set forth in Section 10 a. 



p.       “Third-Party Products” means any third-party products described in the 
applicable Order Form provided with or incorporated into the SAAS Offering. 

2.       Professional Services. Subject to and conditioned on Customer’s payment of Fees 
and compliance with all other terms and conditions of this Agreement, EUNA shall 
provide to Customer the Professional Services in accordance with the applicable 
Order Form and Statement of Work. 

3.       Software Subscription. 

a.       Provision of Access. Subject to and conditioned on Customer’s payment of Fees 
and compliance with all other terms and conditions of this Agreement, EUNA hereby 
grants Customer a non-exclusive, non-sublicensable, non-transferable (except in 
compliance with Section 22) right to access and use the SAAS Offering during the 
Term, solely for use by Authorized Users in accordance with the terms and conditions 
herein. Such use is limited to Customer’s internal use.  EUNA shall provide to Customer 
the necessary information to allow Customer to access the SAAS Offering. The total 
number of Authorized Users will not exceed the number set forth in the applicable 
Order Form, except as expressly agreed to in writing by the Parties and subject to any 
appropriate adjustment of the Fees payable hereunder.  

b.       Public Facing Software.  Notwithstanding the definition of Authorized Users, 
Customer is permitted to provide access to its constituents that are solely utilizing 
public facing functionalities of the SAAS Offering that do not otherwise require a 
specific license from EUNA.  

c.       Documentation License. Subject to and conditioned on Customer’s payment of 
Fees and compliance with the terms and conditions of this Agreement, EUNA hereby 
grants to Customer a non-exclusive, non-sublicensable, non-transferable (except in 
compliance with Section 22) license to use the Documentation during the Term solely 
for Customer’s internal business purposes in connection with its use of the SAAS 
Offering. 

d.       Optional Features. EUNA shall provide all extensions, enhancements, and other 
changes, which are logical improvements to the SAAS Offering and to which EUNA 
makes generally available on a commercial basis, without charge, to other licensees 
of the EUNA SAAS Offering. Updates do not include any new software products that are 
then made generally available on a commercial basis as separate, price-listed 
options or additions to the SAAS Offering nor do they include any Professional Services 
that may be required for implementation. 



e.       Use Restrictions. Customer shall not use the SAAS Offering for any purposes 
beyond the scope of the access granted in this Agreement or the applicable Order 
Form. Customer shall not at any time, directly or indirectly, and shall not permit any 
Authorized Users to: (i) copy, modify, or create derivative works of the SAAS Offering or 
Documentation, in whole or in part; (ii) rent, lease, lend, sell, license, sublicense, assign, 
distribute, publish, transfer, or otherwise make available the SAAS Offering or 
Documentation to a third party; (iii) reverse engineer, disassemble, decompile, 
decode, adapt, or otherwise attempt to derive or gain access to any software 
component of the SAAS Offering, in whole or in part; (iv) remove any proprietary 
notices from the SAAS Offering or Documentation; or (v) use the SAAS Offering or 
Documentation in any manner or for any purpose that causes such SAAS Offering or 
Documentation to infringe, misappropriate, or otherwise violate any Intellectual 
Property Right or other right of any person, or that violates any applicable Law. 

f.        Suspension. Notwithstanding anything to the contrary in this Agreement, EUNA 
may temporarily suspend Customer’s and any Authorized User’s access to any portion 
or all of the SAAS Offering if: (i) EUNA reasonably determines that (A) there is a threat 
or attack on any of the SAAS IP; (B) Customer’s or any Authorized User’s use of the SAAS 
IP disrupts or poses a security risk to the SAAS IP or to any other customer or vendor of 
EUNA; (C) Customer or any Authorized User is using the SAAS IP for fraudulent or illegal 
activities; (D) subject to applicable Law, Customer has ceased to continue its business 
in the ordinary course, made an assignment for the benefit of creditors or similar 
disposition of its assets, or become the subject of any bankruptcy, reorganization, 
liquidation, dissolution, or similar proceeding; or (E) EUNA’s provision of the SAAS 
Offering to Customer or any Authorized User is prohibited by applicable Law; (ii) any 
vendor of EUNA has suspended or terminated EUNA’s access to or use of any third-
party services or products required to enable Customer to access or use the SAAS 
Offering each a (“Service Suspension”). EUNA shall use commercially reasonable 
efforts to resume providing access to the SAAS Offering as soon as reasonably 
possible after the event giving rise to the Service Suspension is investigated, 
contained, remediated, and cured. EUNA will have no liability for any damage, 
liabilities, losses (including any loss of data or profits), or any other consequences that 
Customer or any Authorized User may incur as a result of a Service Suspension. 

g.       Diagnostic Data. Notwithstanding anything to the contrary in this Agreement, EUNA 
may monitor Customer’s use of the SAAS Offering and collect and compile Diagnostic 
Data. As between EUNA and Customer, all right, title, and interest in Diagnostic Data, 
and all Intellectual Property Rights therein, belong to and are retained solely by EUNA. 
Customer acknowledges that EUNA may compile Diagnostic Data based on Customer 



Data input into the SAAS Offering. Customer agrees that EUNA may (i) make Diagnostic 
Data publicly available in compliance with applicable Law, and (ii) use Diagnostic 
Data to the extent and in the manner permitted under applicable Law. EUNA agrees to 
process Customer Data available in accordance with EUNA’s privacy policy which is 
attached heretoand online at https://eunasolutions.com/privacy-policy/. EUNA may 
non-materially update its privacy policy from time to time and such non-materially 
updated privacy policy will be effective and applicable upon posting. 

4.       Customer Obligations. 

a.       For Professional Services. In connection with the Professional Services, Customer 
shall: 

(i)     cooperate with EUNA in its performance of the Professional Services and provide 
access to Customer’s premises, employees, contractors, and equipment as required 
to enable EUNA to provide the Professional Services; 

(ii)   provide Cooperation, as defined herein, and perform Customer facing milestones 
and Customer deliverables necessary to enable EUNA to continue to perform under 
the Order Form and Statement of Work; and 

(iii) take all steps necessary, including obtaining any required licenses or consents, to 
prevent Customer-caused delays in EUNA’s provision of the Professional Services. 

b.       For the SAAS Offering. In connection with the SAAS Offering: 

(i)     Customer agrees to be responsible and liable for all uses of the SAAS Offering and 
Documentation resulting from access provided by Customer, directly or indirectly, 
whether such access or use is permitted by or in violation of this Agreement. Without 
limiting the generality of the foregoing, Customer agrees to be responsible for all acts 
and omissions of Authorized Users, and any act or omission by an Authorized User that 
would constitute a breach of this Agreement if taken by Customer will be deemed a 
breach of this Agreement by Customer. Customer shall use reasonable efforts to 
make all Authorized Users aware of this Agreement’s provisions as applicable to such 
Authorized User’s use of the SAAS Offering and shall cause Authorized Users to comply 
with such provisions. 

(ii)   EUNA may from time to time make Third-Party Products available to Customer.  For 
purposes of this Agreement, such Third-Party Products are subject to their own terms 
and conditions and the applicable flow-through provisions. 



(iii)  EUNA will use commercially reasonable efforts to implement the SAAS Offering. 
Customer acknowledges and agrees that Customer’s timely provision of (and EUNA’s 
access to) Customer’s assistance, cooperation, and complete and accurate 
feedback, approvals, information, and data from Customer’s officers, agents and 
employees as is reasonably requested by EUNA (collectively, “Cooperation”) is 
essential to the implementation and operation of the SAAS Offering, and that EUNA 
shall not be liable for any deficiency, delay or failure in implementing or operating the 
SAAS Offering if such deficiency, delay or failure results from Customer’s failure to 
provide full Cooperation as required hereunder. Cooperation will include designating 
a project manager to interface with EUNA during the course of EUNA’s implementation 
or provision of the SAAS Offering. If Customer repeatedly fails to provide Cooperation, 
EUNA may terminate this Agreement in accordance with Section 10(b)(ii). 

5.       Fees and Expenses. 

a.       Fees. Except for Fees that Customer has successfully disputed, Customer shall pay 
the Fees without offset or deduction. Unless otherwise provided in the applicable Order 
Form, Customer shall pay the Fees in US dollars within thirty (30) days from the receipt 
date of the applicable invoice. If Customer fails to make any payment when due, 
without limiting EUNA’s other rights and remedies: (i) EUNA may charge interest on the 
past due amount at the interest rate shall be the interest rate established by the 
Secretary of the Treasury as provided in 41 U.S.C. 7109, which is applicable to the period 
in which the amount becomes due, and then at the rate applicable for each six-month 
period as fixed by the Secretary until the amount is paid; (ii) in accordance with FAR 
52.233-2 and Section 10.d.i, EUNA may submit a claim to the Contracting Officer if it 
believes Customer is in breach of Agreement due to unpaid past due fees, EUNA will 
continue performance until such claim is resolved. 

b.       Taxes.  EUNA or its authorized reseller as applicable shall state separately on 
invoices taxes excluded from the fees, and the Customer agrees either to pay the 
amount of the taxes (based on the current value of the equipment) or provide 
evidence necessary to sustain an exemption, in accordance with 552.212-4(k). 
Customer shall provide EUNA with a valid tax exemption certificate upon request. 

6.       Service Levels and Support. 

a.       Service Levels. Subject to and conditioned upon Customer’s payment of Fees and 
compliance with the terms and conditions of this Agreement, EUNA will use 
commercially reasonable efforts to make the SAAS Offering available in accordance 

http://uscode.house.gov/browse.xhtml;jsessionid=114A3287C7B3359E597506A31FC855B3


with the service levels set out in the provided service level documentation posted from 
time to time on EUNA’s website (the “Service Level Policy”). 

b.       Support. Subject to and conditioned upon Customer’s payment of Fees and 
compliance with the terms and conditions of this Agreement, EUNA will use 
commercially reasonable efforts to provide the support services described in the 
support services documentation posted from time to time on EUNA’s website (the 
“Support Services Policy”). 

c.       Updates.  EUNA reserves the right to non-materially modify the Service Level Policy 
and Support Services Policy from time to time effective immediately by posting an 
updated policy at the links referenced above. EUNA’s support obligations extend solely 
to Customer’s designated support contacts. Customer acknowledges and agrees 
that, as between Customer and EUNA, Customer shall be solely responsible to provide 
any and all support to all other third parties.  Unless otherwise stated in the Service 
Level Policy, EUNA shall not have any obligation to provide support services to any third 
parties. 

7.       Representations, Limited Warranties, and Disclaimer. 

a.       Representations. Each Party hereby represents and warrants that: (i) it has the full 
corporate right, power and authority to enter into this Agreement and to perform the 
acts required hereunder; and (ii) the execution of this Agreement by such Party, and 
the performance by such Party of its obligations and duties hereunder, do not and will 
not violate any agreement to which such Party is bound or any obligation of such Party. 

b.       Warranties for Professional Services. EUNA warrants that it will perform the 
Professional Services: 

(i)     in accordance with the terms and subject to the conditions set out in the 
respective Statement of Work or Order Form and this Agreement; 

(ii)   using personnel of commercially reasonable skill, experience, and qualifications; 
and 

(iii) in a timely, workmanlike, and professional manner in accordance with generally 
recognized industry standards for similar services. 

c.       Warranties for the SAAS Offering. EUNA warrants that during the Term, the SAAS 
Offering will conform in all material respects to the Documentation when accessed 
and used in accordance with the Documentation. EUNA does not make any warranties, 



representations or guarantees regarding uptime or availability of the SAAS Offering 
except to the extent specifically included in the applicable Service Level Policy.. THE 
FOREGOING WARRANTIES, REPRESENTATIONS AND GUARANTEES DO NOT APPLY AND EUNA 
STRICTLY DISCLAIMS ALL WARRANTIES, REPRESENTATIONS AND GUARANTEES WITH RESPECT 
TO ANY THIRD-PARTY PRODUCTS OR ANY FAILURE IN PERFORMANCE CAUSED BY THIRD-
PARTY PRODUCTS. 

d.       Remedies. EUNA’s sole and exclusive liability and Customer’s sole and exclusive 
remedy for breach of the warranties, representations and guarantees in this 
Agreement shall be as follows: 

(i)     EUNA shall use reasonable commercial efforts to promptly cure any such breach; 
provided, that if EUNA cannot cure such breach within sixty (60) days after Customer’s 
written notice of such breach, Customer may, at its option, terminate this Agreement 
by serving written notice of termination. 

(ii)   For Professional Services, Customer’s remedy for breach of the foregoing 
warranties, representations and guarantees shall be the re-performance of the 
relevant Professional Services free of charge to the extent the breach was caused 
solely by EUNA. The foregoing remedy shall not be available unless Customer provides 
written notice of such breach (which notice reasonably describes the breach and the 
deficiencies identified by Customer) within thirty (30) days after delivery of such 
Professional Service or Deliverable to Customer. 

(iii) For any such breach involving a failure to meet the commitments in the Service 
Level Policy, EUNA’s sole obligation and Customer’s exclusive remedy shall be for EUNA 
to perform the remedies set forth in the Service Level Policy. 

e.       Disclaimer of Warranties. EXCEPT FOR THE LIMITED WARRANTIES SET FORTH IN THIS 
SECTION OF THE AGREEMENT, THE PROFESSIONAL SERVICES, DELIVERABLES, SAAS OFFERING 
AND EUNA IP ARE PROVIDED “AS IS” AND EUNA HEREBY DISCLAIMS ALL WARRANTIES, 
REPRESENTATIONS AND GUARANTEES WHETHER EXPRESS, IMPLIED, STATUTORY, OR 
OTHERWISE. EUNA SPECIFICALLY DISCLAIMS ALL IMPLIED WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, TITLE, AND NON-INFRINGEMENT, 
AND ALL WARRANTIES ARISING FROM COURSE OF DEALING, USAGE, OR TRADE PRACTICE. 
EXCEPT FOR THE LIMITED WARRANTIES SET FORTH IN THIS SECTION, EUNA MAKES NO 
WARRANTY, REPRESENTATION OR GUARANTEE OF ANY KIND THAT THE 
PROFESSIONAL SERVICES, DELIVERABLES, EUNA IP, OR ANY PRODUCTS OR RESULTS OF THE 
USE THEREOF, WILL MEET CUSTOMER’S, AN AUTHORIZED USER’S, OR ANY OTHER PERSON’S 
REQUIREMENTS, OPERATE WITHOUT INTERRUPTION, ACHIEVE ANY INTENDED RESULT, BE 



COMPATIBLE OR WORK WITH ANY SOFTWARE, SYSTEM, OR OTHER PROFESSIONAL, OR BE 
SECURE, ACCURATE, COMPLETE, FREE OF HARMFUL CODE, OR ERROR FREE. 

8.       Intellectual Property. 

a.       Deliverables. All Intellectual Property Rights in and to the Deliverables except for 
any Confidential Information of Customer shall be owned by EUNA. If any derivative 
work is created by Customer from the SaaS Offering EUNA shall own all right, title and 
interest in and to such derivative work. 

b.       SAAS IP and Documentation. Customer acknowledges that, as between Customer 
and EUNA, EUNA owns all right, title, and interest, including all Intellectual Property 
Rights, in and to the SAAS IP and Documentation and, with respect to Third-Party 
Products, the applicable third-party providers own all right, title, and interest, including 
all Intellectual Property Rights, in and to the Third-Party Products. 

c.       Customer Data. EUNA acknowledges that, as between EUNA and Customer, 
Customer either (i) owns all right, title, and interest, including all Intellectual Property 
Rights, in and to the Customer Data, or (ii) has a valid license with the right to 
sublicense the Customer Data to EUNA as provided herein. Customer hereby grants to 
EUNA a non-exclusive, royalty-free, worldwide license to reproduce, distribute, and 
otherwise use and display the Customer Data and perform all acts with respect to the 
Customer Data as may be necessary for EUNA to provide the SAAS Offering to 
Customer, and a non-exclusive, perpetual, irrevocable, royalty-free, worldwide license 
to reproduce, distribute, modify, and otherwise use and display Customer Data 
incorporated within the Diagnostic Data. Customer represents, warrants and agrees 
that: (A) it will comply with applicable Law, including the Laws of the territories and 
jurisdictions from which any Customer Data is obtained or pertains, in collecting, using, 
disclosing, transmitting and in soliciting the transmission of Customer Data into or with 
the SAAS Offering as contemplated under this Agreement; (B) prior to transmitting (or 
soliciting the transmission of) any Customer Data to EUNA through the SAAS Offering, 
Customer shall have all applicable consents and approvals required for the 
transmission of such Customer Data to EUNA; and (C) EUNA’s use, storage, disclosure 
and other processing of Customer Data in accordance with this Agreement or 
Customer’s instructions or direction will not cause EUNA or any of its vendors to violate 
any applicable Law or infringe the rights of any individual or third party. 

d.       Passwords.  Customer is responsible for the confidentiality and use of its 
passwords, other credentials, and account, and in no event shall EUNA be liable for any 
loss of information of Customer or other claims arising from unauthorized access to 



the SAAS Offering as a result of the failure by Customer to protect the confidentiality 
of its passwords, other credentials or account.  

e.       Prohibited Information. Except as necessary to utilize the SAAS Offering, Customer 
shall not transmit, disclose or otherwise provide (or cause or allow to be transmitted 
or provided to EUNA): (i) health information, medical information, health insurance 
card information, policy identification numbers, or any other information that would 
cause EUNA to be classified as a “business associate” under the Health Insurance 
Portability and Accountability Act of 1996, as amended (“HIPAA”) or similar designation 
under other Laws, (ii) information that causes ENUA to be subject to any Laws beyond 
those Laws generally applicable to all cloud service providers, (iii) security passwords 
or credentials, and/or (iv) data revealing race, ethnicity, political opinions, religion, 
sexual orientation, philosophical beliefs or trade union membership or any other 
information identified under applicable Law as “sensitive information,” “private 
information,” or like designation (collectively, “Prohibited Information”). If Customer 
transmits or provides to EUNA any Prohibited Information, EUNA shall have no liability 
or obligation whatsoever with respect to such Prohibited Information or Customer 
Data provided to EUNA. 

f.        Feedback. If Customer or any of its employees or contractors provides, sends or 
transmits any communications or materials to EUNA by mail, email, telephone, or 
otherwise, suggesting or recommending changes to the SAAS Offering, 
Documentation, Software, Professional Services, or any of EUNA’s Intellectual Property 
Rights, including without limitation, the SAAS IP and new features or functionality 
relating thereto, or any comments, questions, suggestions, or the like (“Feedback”), 
EUNA is free to use such Feedback irrespective of any other obligation or limitation 
between the Parties governing such Feedback. EUNA acknowledges that the ability to 
use this Agreement and any Feedback provided as a result of this Agreement in 
advertising is limited by GSAR 552.203-7.1EUNA is free to use, without any attribution or 
compensation to any party, any ideas, know-how, concepts, techniques, or other 
Intellectual Property Rights contained in the Feedback, for any purpose whatsoever, 
although EUNA is not required to use any Feedback. 

g.       Reservation of Rights. EUNA reserves all rights not expressly granted to Customer 
in this Agreement. Except for the limited rights and licenses expressly granted under 
this Agreement, nothing in this Agreement grants, by implication, waiver, estoppel, or 
otherwise, to Customer or any third party any Intellectual Property Rights or other right, 
title, or interest in or to the Professional Services or SAAS IP. 



9.       Confidentiality. 

a.       Generally.  From time to time during the Term, either Party (as the “Disclosing 
Party”) may disclose or make available to the other Party (as the “Receiving Party”) 
Confidential Information. Confidential Information shall at all times remain the 
property of the Disclosing Party. The Receiving Party shall: (A) protect and safeguard 
the confidentiality of the Disclosing Party’s Confidential Information with at least the 
same degree of care as the Receiving Party protects its own Confidential Information, 
but in no event with less than a commercially reasonable degree of care; (B) not use 
the Disclosing Party’s Confidential Information, or permit it to be accessed or used, for 
any purpose other than to exercise its rights or perform its obligations under this 
Agreement; and (C) except as permitted in this Agreement, not disclose any such 
Confidential Information to any person or entity, except to the Receiving Party’s 
representatives (including EUNA’s affiliates and third party service providers) who 
need to know the Confidential Information to assist the Receiving Party, act on its 
behalf, or to exercise its rights or perform its obligations under this Agreement. The 
obligations in this section do not apply to Confidential Information that: (i) is or 
becomes generally available to the public other than as a result of the Receiving 
Party’s breach of this Section; (ii) is or becomes available to the Receiving Party on a 
non-confidential basis from a third-party source, provided that such third party is not 
and was not prohibited from disclosing such Confidential Information; (iii) was in the 
Receiving Party’s possession prior to the Disclosing Party’s disclosure hereunder; or (iv) 
was or is independently developed by the Receiving Party without using any 
Confidential Information of the Disclosing Party. 

b.       Permitted Disclosures.  Notwithstanding the foregoing, each Party may disclose 
Confidential Information to the limited extent required to establish a Party’s rights 
under this Agreement, including to make required court filings. If a Receiving Party is 
faced with judicial or governmental action to disclose Confidential Information of the 
Disclosing Party, the Receiving Party must, if legally permissible, notify the Disclosing 
Party forthwith and, at the Disclosing Party’s request, provide reasonable assistance in 
opposing such action at the Disclosing Party’s cost and expense. EUNA recognizes that 
Federal agencies are subject to the Freedom of Information Act, 5 U.S.C. 552, which 
may require that certain information be released, despite being characterized as 
“confidential” by the vendor.  

c.       Destruction.  On the expiration or termination of the Agreement, the Receiving 
Party shall promptly destroy all copies of the Disclosing Party’s Confidential 
Information in its possession or control and upon request certify in writing to the 



Disclosing Party that such Confidential Information has been destroyed, provided, 
however, that a Receiving Party may retain Confidential Information relevant to any 
pending or threatened litigation or governmental investigation and EUNA may retain 
Customer’s Confidential Information in accordance with its information retention 
policies and Section 15.a, below. 

d.       Reserved. . 

e.       Duration.  Each Party’s obligations of non-disclosure with regard to Confidential 
Information are effective as of the Effective Date and will expire five years from the 
date first disclosed to the Receiving Party; provided, however, with respect to any 
Confidential Information that constitutes a trade secret (as determined under 
applicable Law), such obligations of non-disclosure will survive the termination or 
expiration of this Agreement for as long as such Confidential Information remains 
subject to trade secret protection under applicable Law. 

10.   Term, Termination, and Survival. 

a.       Term. The term of this Agreement (the “Term”) commences on the Effective Date 
of this Agreement and will continue in effect for as long as there is an outstanding 
Order Form in place. Each Order Form will continue for the applicable term listed in 
such Order Form until terminated by either Party in accordance with this Agreement. 
The termination or expiration of an Order Form will not affect or otherwise terminate 
this Agreement or any other Order Form covering other products or services in effect 
at such time.  

b.       User Subscriptions.  All user subscriptions in an Order Form may berenewed for 
additional one-year at the end of the then current subscription term listed on the 
Order Formby executing a written Order Form. The per-unit pricing during any such 
renewal term of the subscription shall be the same as that during the then current GSA 
Schedule Price. 

c.       Reserved.  

d.       Termination for Cause. In addition to any other express termination right set forth 
in this Agreement:  

(i)      When the End User is an instrumentality of the U.S., recourse against the United 
States for any alleged breach of this Agreement must be brought as a dispute under 
the contract Disputes Clause (Contract Disputes Act). During any dispute under the 



Disputes Clause, EUNA shall proceed diligently with performance of this Agreement, 
pending final resolution of any request for relief, claim, appeal, or action arising under 
the Agreement, and comply with any decision of the Contracting Officer; or 

(ii)    Reserved. 

e.       Effect of Expiration or Termination. Upon expiration or earlier termination of this 
Agreement, EUNA will immediately cease providing any Professional Services and 
Customer shall immediately discontinue use of the SAAS Offering. No expiration or 
termination will affect Customer’s obligation to pay all Fees that may have become 
due before such expiration or termination or entitle Customer to any refund.  

f.        Non-Appropriation.  In the event Customer is not granted an appropriation of 
funds at any time during the Term and the non–appropriation did not result from an 
act or omission by Customer, Customer shall have the right to terminate this 
Agreement on the last day of the fiscal period for which appropriations were received 
without penalty or expense to Customer, except as to the portion of the payments for 
which fund shall have been appropriated and budgeted. At least ninety (90) days prior 
to the end of Customer’s fiscal period, Customer shall certify in writing that (1) funds 
have not been appropriated for the next fiscal period, (b) such non-appropriation did 
not result from any act or failure to act by Customer; and (c) Customer has exhausted 
all funds legally available to pay EUNA. 

g.       Survival. Sections 3.g, 4, 5, 7, 8, 9, 10, 11, 12, and 14-34 survive any termination or 
expiration of this Agreement. No other provisions of this Agreement survive the 
expiration or earlier termination of this Agreement. 

11.   Indemnification. 

a.       EUNA Indemnification. 

(i)     EUNA SHALL INDEMNIFY, DEFEND, AND HOLD HARMLESS CUSTOMER FROM AND AGAINST 
ANY AND ALL LOSSES, DAMAGES, LIABILITIES, COSTS (INCLUDING REASONABLE ATTORNEYS’ 
FEES) (“LOSSES”) INCURRED BY CUSTOMER RESULTING FROM ANY THIRD-PARTY CLAIM, 
SUIT, ACTION, OR PROCEEDING (“THIRD-PARTY CLAIM”) THAT THE SAAS OFFERING OR 
PROFESSIONAL SERVICES, OR ANY USE OF THE SAAS OFFERING OR PROFESSIONAL SERVICES 
IN ACCORDANCE WITH THIS AGREEMENT, INFRINGES OR MISAPPROPRIATES SUCH THIRD 
PARTY’S INTELLECTUAL PROPERTY RIGHTS, PROVIDED THAT CUSTOMER PROMPTLY NOTIFIES 
EUNA IN WRITING OF SUCH THIRD-PARTY CLAIM, COOPERATES WITH EUNA, AND ALLOWS 
EUNA SOLE AUTHORITY TO CONTROL THE DEFENSE AND SETTLEMENT OF SUCH THIRD-PARTY 



CLAIM. NOTHING CONTAINED HEREIN SHALL BE CONSTRUED IN DEROGATION OF THE U.S. 
DEPARTMENT OF JUSTICE’S RIGHT TO DEFEND ANY CLAIM OR ACTION BROUGHT AGAINST 
THE U.S., PURSUANT TO ITS JURISDICTIONAL STATUTE 28 U.S.C. §516. 

(ii)   If a Third-Party Claim is made or appears possible, Customer agrees to permit 
EUNA, at EUNA’s sole discretion, to (A) modify or replace the SAAS Offering or 
Professional Services or component or part thereof, to make it non-infringing, (B) 
obtain the right for Customer to continue use, or (C) terminate the license for the SAAS 
Offering and Professional Services and provide a pro rata refund to Customer. If EUNA 
determines that none of these alternatives is reasonably available, EUNA may 
terminate this Agreement, in its entirety or with respect to the affected component or 
part, effective immediately on written notice to Customer. 

(iii) This Section will not apply to the extent that the alleged infringement arises from: 
(A) use of the SAAS Offering or Professional Services in combination with data, 
software, hardware, equipment, or technology not provided by EUNA or authorized by 
EUNA in writing; (B) modifications to the SAAS Offering or Professional Services not 
made by EUNA; or (C) Customer Data; or (D) Third-Party Products. 

b.       Reserved. 

c.       Sole Remedy. THIS SECTION SETS FORTH CUSTOMER’S SOLE REMEDIES AND EUNA’S 
SOLE LIABILITY AND OBLIGATION FOR ANY ACTUAL, THREATENED, OR ALLEGED CLAIMS THAT 
THE PROFESSIONAL SERVICES OR SAAS OFFERING INFRINGES, MISAPPROPRIATES, OR 
OTHERWISE VIOLATES ANY INTELLECTUAL PROPERTY RIGHTS OF ANY THIRD PARTY. 

12.   Limitation of Liability. 

a.       IN NO EVENT SHALL EUNA BE LIABLE TO CUSTOMER OR TO ANY THIRD PARTY FOR ANY 
LOSS OF USE, REVENUE, OR PROFIT OR LOSS OF DATA OR DIMINUTION IN VALUE, OR FOR ANY 
CONSEQUENTIAL, INCIDENTAL, INDIRECT, EXEMPLARY, SPECIAL, OR PUNITIVE DAMAGES 
WHETHER ARISING OUT OF BREACH OF CONTRACT, TORT (INCLUDING NEGLIGENCE), OR 
OTHERWISE, REGARDLESS OF WHETHER SUCH DAMAGE WAS FORESEEABLE AND WHETHER 
OR NOT EUNA HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, AND 
NOTWITHSTANDING THE FAILURE OF ANY AGREED OR OTHER REMEDY OF ITS ESSENTIAL 
PURPOSE. THE FOREGOING LIMITATION OF LIABILITY SHALL NOT APPLY TO (1) PERSONAL 
INJURY OR DEATH RESULTING FROM LICENSOR’S NEGLIGENCE; (2) FOR FRAUD; OR (3) FOR 
ANY OTHER MATTER FOR WHICH LIABILITY CANNOT BE EXCLUDED BY LAW. 



b.       IN NO EVENT SHALL EUNAS AGGREGATE LIABILITY ARISING OUT OF OR RELATED TO THIS 
AGREEMENT, WHETHER ARISING OUT OF OR RELATED TO BREACH OF CONTRACT, TORT 
(INCLUDING NEGLIGENCE), OR OTHERWISE, EXCEED THE AGGREGATE AMOUNTS PAID OR 
PAYABLE TO EUNA PURSUANT TO THE APPLICABLE ORDER FORM IN THE TWELVE (12) MONTH 
PERIOD PRECEDING THE EVENT GIVING RISE TO THE CLAIM.  ADDITIONALLY, IN NO EVENT WILL 
EUNA BE LIABLE FOR ANY CLAIM BROUGHT BY CUSTOMER MORE THAN SIX (6) YEARS AFTER 
THE CAUSE OF ACTION AROSE OR REASONABLY SHOULD HAVE BEEN DISCOVERED. 

c.       UNDER NO CIRCUMSTANCES SHALL EUNA HAVE ANY LIABILITY OR RESPONSIBILITY FOR 
THE ACCURACY OF ANY CUSTOMER DATA THAT IS INPUTTED INTO THE SAAS OFFERING. 

13.   Press Release. The Parties may issue a joint press release announcing the launch 
of the SAAS Offering and Customer’s use thereof to the extent permitted by the General 
Services Acquisition Regulation (GSAR) 552.203-71. Such press releases shall be 
subject to Customer’s approval.  Additionally, during the Term, EUNA may list Customer 
as a customer of EUNA, and Customer grants EUNA a non-exclusive, royalty-free, 
worldwide license to use any trade names of Customer in order to display such marks 
on EUNA’s website and marketing materials. 

14.   Information Security. Each Party will maintain reasonable administrative, technical 
and physical safeguards which are consistent with industry standards to protect the 
security, confidentiality and integrity of, and to protect against threats or hazards to 
the integrity of, and the unlawful, intentional, unauthorized or accidental destruction, 
loss, alteration, theft, misappropriation, disclosure, access or use of the other Party’s 
Confidential Information, Intellectual Property, and, (i) in the case of EUNA, the 
Customer Data, and (ii) in the case of Customer, the SAAS IP. 

15.   Export of Data. 

a.       Customer Data.  Upon termination, cancellation, expiration, or other conclusion of 
this Agreement, Customer may request that EUNA remove Customer Data from EUNA’s 
production systems.  Customer acknowledges that as part of a commercially 
reasonable backup strategy, EUNA does maintain long term archival backups that 
may continue to contain Customer Data after termination of this Agreement.  EUNA 
agrees not to utilize such archival backups for the specific purpose of accessing 
Customer Data after termination of this Agreement, unless specifically authorized to 
do so by Customer. 

b.       Data Extraction.  During the Term of this Agreement, Customer may utilize the 
standard functionality of the SAAS Offering for its intended purpose, including the 



ability to download data and copies of documents loaded into or generated by the 
SAAS Offering.  Customer shall have the right to retain a copy of all downloaded 
documents.. During the Term of and within thirty (30) days following termination of this 
Agreement, Customer may request EUNA to provide consulting services to Customer 
in order to perform a custom extract of Customer data from the SAAS Offering. EUNA 
will provide the requested consulting services for an hourly rate set forth in the Order 
Form or Statement of Work.  Custom data extracts will be provided electronically in a 
text delimited flat file format (or other mutually acceptable format) and will be 
scrubbed of all EUNA proprietary data structures.  Customer and EUNA will work 
together to determine a list of the specific data elements to be provided, at which 
point EUNA will provide an estimate of the time required to extract the data.  After 
receipt of this payment, EUNA will then have thirty (30) days to deliver the data extracts 
to Customer.  Customer shall have thirty (30) days upon receipt of the data to review 
for acceptance. Upon acceptance, EUNA will provide Customer with a final accounting 
of hours and Customer shall be responsible for payment of the additional consulting 
fees. 

16.    Authorized Reseller Status; Option to Purchase Affiliate Products.  GTY Technology 
Holdings Inc. dba Euna Solutions (“Euna”) is the parent company to multiple other 
SaaS companies (such subsidiaries, “Affiliates”).  These products and services may 
vary during the Term, but generally include, but are not limited to, software-as-a-
service technology for the procurement and vendor supplier sourcing industry, digital 
services and payment technology through a software-as-a-service platform, 
software solutions for grants management and indirect cost reimbursement and 
related implementation and consulting services, software tools to streamline 
permitting and licensing services, and additional web-based budgeting preparation, 
performance, management and data visualization solutions (“Affiliate Products”).  As 
of the Effective Date, Affiliates include Questica Ltd., eCivis Inc., Ion Wave Technologies, 
LLC, DemandStar Corporation, Sherpa Government Solutions LLC, CityBase Inc., and 
GTY Software Inc. in Canada.  In addition to the products and services that are the 
subject of this Agreement, Customer has the option to purchase from either Euna, as 
an authorized reseller, or Affiliates, the Affiliate Products on same terms of the 
Agreement.   Notwithstanding the foregoing, Customer understands that different 
order forms, statement of work(s), and product specific service level agreements may 
apply.  Customer will be provided the Affiliate’s additional product terms and will have 
the opportunity to review and consent to such terms. 

17.   Entire Agreement. This Agreement, including and together with the Order Form 
referencing this SAAS and Services Agreement, and any Statements of Work, policies, 



and other documents referenced and incorporated herein or in the Order Form, 
constitutes the sole and entire agreement of the Parties with respect to the subject 
matter contained herein, and supersedes all prior and contemporaneous 
understandings, agreements, representations and warranties, both written and oral, 
regarding such subject matter. The Parties acknowledge and agree that if there is any 
conflict between the terms and conditions of this Agreement and the terms and 
conditions of any Order Form, the Order Form followed by the Service Level Policy shall 
supersede and control.  To the extent the Order Form links to legal terms other than 
this SAAS and Services Agreement or a Statement of Work, those terms shall not apply. 

18.   Notices. All notices, requests, consents, claims, demands, waivers and other 
communications under this Agreement must be in writing and addressed to the other 
Party at its address in the Order Form (or to such other address that the receiving Party 
may designate from time to time in accordance with this Section). For Notices to 
EUNA, legal@eunasolutions.com shall be sent a courtesy email notification.  Unless 
otherwise agreed herein, all Notices must be delivered by personal delivery, nationally 
recognized overnight courier or certified or registered mail (in each case, return 
receipt requested, postage prepaid). Except as otherwise provided in this Agreement, 
a Notice is effective only (a) on receipt by the receiving Party; and (b) if the Party giving 
the Notice has complied with the requirements of this Section. 

19.   Severability. If any term or provision of this Agreement is found by a court of 
competent jurisdiction to be invalid, illegal or unenforceable in any jurisdiction, such 
invalidity, illegality or unenforceability shall not affect any other term or provision of 
this Agreement or invalidate or render unenforceable such term or provision in any 
other jurisdiction. Upon a determination that any term or provision is invalid, illegal or 
unenforceable, the court may modify this Agreement to effect the original intent of the 
Parties as closely as possible in order that the transactions contemplated hereby be 
consummated as originally contemplated to the greatest extent possible. 

20.   Amendments. No amendment to or modification of this Agreement is effective 
unless it is in writing and signed by an authorized representative of each Party. 

21.   Waiver. No waiver by any Party of any of the provisions of this Agreement shall be 
effective unless explicitly set forth in writing and signed by the Party so waiving. Except 
as otherwise set forth in this Agreement, no failure to exercise, or delay in exercising, 
any right, remedy, power or privilege arising from this Agreement shall operate or be 
construed as a waiver thereof, nor shall any single or partial exercise of any right, 
remedy, power or privilege hereunder preclude any other or further exercise thereof or 
the exercise of any other right, remedy, power or privilege. 
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22.   Assignment. Neither Party shall assign, transfer, delegate or subcontract any of its 
rights or delegate any of its obligations under this Agreement without the prior written 
consent of the other Party. Any purported assignment or delegation in violation of this 
Section shall be null and void. No assignment or delegation shall relieve Customer of 
any of its obligations under this Agreement. 

23.   Successors and Assigns. This Agreement is binding on and inures to the benefit of 
the Parties to this Agreement and their respective permitted successors and 
permitted assigns. 

24.   Relationship of the Parties. The relationship between the Parties is that of 
independent contractors. The details of the method and manner for performance of 
the Services by EUNA shall be under its own control, Customer being interested only in 
the results thereof. EUNA shall be solely responsible for supervising, controlling, and 
directing the details and manner of the completion of the Professional Services and 
the provision of the SAAS Offering. Nothing in this Agreement shall give Customer the 
right to instruct, supervise, control, or direct the details and manner of the completion 
of the Professional Services or the provision of the SAAS Offering. Nothing contained in 
this Agreement shall be construed as creating any agency, partnership, joint venture 
or other form of joint enterprise, employment or fiduciary relationship between the 
Parties, and neither Party shall have authority to contract for or bind the other Party in 
any manner whatsoever. 

25.   No Third-Party Beneficiaries. This Agreement benefits solely the Parties to this 
Agreement and their respective permitted successors and assigns and nothing in this 
Agreement, express or implied, confers on any other person any legal or equitable 
right, benefit, or remedy of any nature whatsoever under or by reason of this 
Agreement. 

26.   Choice of Law. This Agreement and all related documents, and all matters arising 
out of or relating to this Agreement, whether sounding in contract, tort, or statute are 
governed by, and construed in accordance with, the Federal Laws of the United States 
of America. 

27.   Reserved. 

28.   Export Regulation. Customer shall comply with all applicable Laws, and complete 
all required undertakings (including obtaining any necessary export license or other 
governmental approval), that prohibit or restrict the export or re-export of the SAAS 
Offering or any Customer Data outside the US. 



29.   WAIVER OF JURY TRIAL. EACH PARTY ACKNOWLEDGES THAT ANY CONTROVERSY THAT 
MAY ARISE UNDER THIS AGREEMEN IS LIKELY TO INVOLVE COMPLICATED AND DIFFICULT 
ISSUES AND, THEREFORE, EACH SUCH PARTY IRREVOCABLY AND UNCONDITIONALLY WAIVES 
ANY RIGHT IT MAY HAVE TO A TRIAL BY JURY IN RESPECT OF ANY LEGAL ACTION ARISING 
OUT OF OR RELATING TO THIS AGREEMENT OR THE TRANSACTIONS CONTEMPLATED HEREBY. 

30.   Counterparts. This Agreement may be executed in counterparts, each of which is 
deemed an original, but all of which together are deemed to be one and the same 
agreement. A signed copy of this Agreement delivered by facsimile, email, or other 
means of electronic transmission is deemed to have the same legal effect as delivery 
of an original signed copy of this Agreement. 

31.   Force Majeure. “Force Majeure Events” means events beyond a Party’s reasonable 
control, including without limitation acts of nature, labor disputes, the stability or 
availability of the Internet or a portion thereof, actions by a governmental authority 
(such as a moratorium on any activities related to this Agreement or changes in Laws), 
telecommunication or Internet network failures or brown-outs, failures or 
unavailability of third party systems, networks or software, flood, earthquake, fire, 
lightning, epidemics, war, acts of terrorism, riots, civil disturbances, sabotage, power 
grid failures, and denial of service attacks and other hacking attacks. In accordance 
with GSAR Clause 552.212-4(f), Neither Party shall be liable for any loss, damage or 
penalty resulting from delays or failures in performance resulting from Force Majeure 
Events (except for any obligations of Customer to make payments to EUNA hereunder). 
The Party affected by the Force Majeure Event will promptly notify the other Party and 
will resume performance when the Force Majeure Event is no longer effective and the 
impact has been remediated. 

32.   Reserved. 

33.   Government Use. The SAAS Offering, Documentation are “commercial items” as 
that term is defined in FAR 2.101, consisting of “commercial computer software” and 
“commercial computer software documentation,” respectively, as such terms are 
used in FAR 12.212 and DFARS 227.7202. If the SAAS Offering or Documentation are being 
acquired by or on behalf of the U.S. Government, then, as provided in FAR 12.212 and 
DFARS 227.7202-1 through 227.7202-4, as applicable, the U.S. Government’s rights in the 
foregoing will be only those specified in this Agreement. Customer’s rights in the SAAS 
Offering and Documentation are limited to those expressly granted in Section 3. 



34.   Cooperative Statement.  Other government organizations and educational or 
health care institutions may elect to participate in this Agreement (piggyback) at their 
discretion provided EUNA also agrees to do so in writing. 

  



ATTACHMENT I – EUNA PRIVACY POLICY 

Euna Solutions, is a government technology company with locations in 
Chicago, Illinois; Springfield, Missouri; and Oakville, Ontario. 

This Privacy Policy covers our collection, use and disclosure of information 
about identifiable individuals and information that can be used to identify any 
individual (“Personal Information”). 

Personal Information may be collected via our websites, software services, 
social media sites, and other marketing media, which collectively include: 

• The use of the https://eunasolutions.com and the websites of Euna 
Solutions subsidiaries (each, a “Website”); 

• Social media messaging and marketing campaigns; 
• Electronic communications with Euna Solutions; and/or 
• End User accounts created and maintained within Euna Solutions 

software services. 
By visiting any of our websites or using our products and software 
services (collectively, the “Website”) in any manner, you acknowledge 
that you accept the practices and policies outlined in this Privacy Policy 
and you hereby consent to the collection, use and disclosure of your 
Personal Information in accordance with this Privacy Policy. 

We provide Software-as-a-Service (SaaS) solutions (“Platform Services”) 
that are intended for use by public sector organizations (our “Customers”) 
and their employees, customers, constituents, and suppliers (collectively, “End 
Users” of our Platform Services). When using our Platform Services, our 
Customers are responsible for maintaining their own privacy policies 
governing the collection, use and disclosure of any Personal Information 
entered into our Platform Services. Our Customers are also responsible for 
obtaining any necessary authorization and/or consent for Personal 
Information you make available to others through our Platform. Euna 
Solutions is not a data controller and will adhere to Customer requirements 
with respect to the processing of Customer information, provided that those 
requirements are provided to Euna Solutions in writing. Information related to 
the security and privacy practices associated with our Platform is contained 



within our product documentation and available to customers and 
prospective clients upon request. 

Euna Solutions does not sell your Personal Information to third parties. We do, 
however, use third parties to help us provide our services to you. They may 
have access to your Personal Information as collected by the Website, our 
Platform Services, or third-party services that are integrated with our Website 
and Platform Services, as reasonably necessary to perform the contracted 
tasks on our behalf. Accordingly, we sign agreements, with our third-party 
vendors and suppliers that do not permit them to sell or disclose any Personal 
Information we share with them. 

This Privacy Policy does not apply to the practices of companies that we do 
not own or control. 

Personal information we collect 

Information you choose to provide to us 

When accessing the Website, to include registering with our Platform Services, 
we may ask you to provide Personal Information to: 

• Download articles, data sheets or eBooks 
• Request a free trial or demo 
• Refer a friend to us 
• Communicate with us directly 
• Create an End User account and user profile 
• Participate in a marketing or sales promotion 
• Attend trade events and other industry networking events 
• Register or attend a webinar or other event 
• Participate in programs we may offer from time to time 
• Apply for a job opening 
• Pay for our services 

 

To support these functions, we may request the following types of Personal 
Information about you: 



• First and last name 
• Business contact information to include your email address, phone 

number, mailing address, job title, and/or company name 
• Additional information you choose to include within your End User 

profile (e.g., a profile picture) 
• Information you provide when filling in forms on the Website. For 

example, to subscribe to our newsletter, respond to a survey, enter a 
contest or promotion sponsored by us, or request services 

• Information you may provide when you report a problem with the 
Website 

• A resume and a cover letter 
• Billing and payment information to include credit card information.  

 

If you choose to provide us with a third-party’s Personal Information (the 
person’s name, email and company) when taking part in our referral 
program, you represent that you have the third-party’s permission to do so. 

Information we automatically collect 

As you visit, browse, or use the Website, we may use automatic data 
collection technologies to collect certain information about your equipment, 
network connection, interactions with the Website, and usage patterns, 
including: 

• Your search queries and details about pages visited, the links you 
clicked on, access times, and actions you take in connection with any of 
the visited pages 

• Communications details including location data, logs and other 
network communication data 

• Information about your computer and internet connection, including 
your IP address, operating system and browser type. 
 

The information we collect automatically is primarily statistical data and does 
not include Personal Information, but we may maintain it or associate it with 
Personal Information we collect in other ways or receive from third parties. 



This information helps us to improve the Website so that we can deliver a 
better and more personalized service to you. 

We use cookies throughout the Website to recognize and authenticate visitors 
and End Users. A cookie is a small amount of data, which may include a 
unique identifier. Cookies are sent to your browser from a website and stored 
on your device. We assign a different cookie to each device that accesses the 
Website. We use session cookies containing encrypted information to allow 
the system to uniquely identify you while you are logged in to our Platform 
Services. This information allows us to securely process your online 
transactions and requests. If you disable cookies, you may not be able to take 
advantage of all the features of the Website and/or Platform Services. We do 
not link any of the information we use in cookies to any Personally Information 
submitted by you when you are on the Website; however, we may combine 
data derived from our usage of cookies with account information of 
registered users of our Platform Services. 

Some content or applications on the Website are served by third parties, 
including servers, content providers and application providers. These third 
parties may use cookies alone or in conjunction with web beacons or other 
tracking technologies to collect information about you when you use our 
Website. Third parties may use this information to provide you with interest-
based, or behavioral, advertising or other targeted content. 

We may also collect information when you open email messages from us or 
click on links within those email messages 

Information we may collect from third parties 

We may combine information we collect from your direct interactions with us 
with information obtained through other third-party sources. We also obtain 
and/or purchase lists from third parties for individuals and companies 
interested in our products. 

The information we collect from third parties may include your name, email 
address, business address, job title, company name, and telephone number. 



How we use personal information 

We use your Personal Information to: 

• Advertise and market our products and services, including delivering 
interest-based advertisements on the Website and other sites or 
content syndication platforms and websites 

• Send communications to you about: 
• New application features and upgrades 
• Our services and offerings 
• Event announcements 
• Product notices and changes to our terms and policies 
• Particular programs in which you have chosen to participate 
• Promotional offers and surveys 
• Scheduling demos and managing free trials 

• Communicate with you directly through emails, calls, chats and video 
conferencing 

• Deliver training and support to our Platform End Users and/or carry out 
the transactions you have requested 

• Process payments for Platform subscriptions. • Create and manage 
marketing campaigns 

• Generate sales leads 
• Analyze user clicks and usage of the Website to improve user 

experience, maximize usage of our services and diagnose problems 
• Manage the Website to maintain and deliver requested and contracted 

services 
• Enforce our Website terms and/or separate contracts (if applicable) 
• Prevent fraud and other prohibited or illegal activities 
• Protect the security or integrity of the Website and Platform Services 
• Or otherwise, as disclosed to you at the point of collection or as required 

or permitted by law.  
 

Please note that sometimes we may record a conference call in which you 
participate. If we do so, we will announce that a recording is taking place and 
enable you to opt-out 



How we share personal information 

We may share your Personal Information in the following ways: 

• Internally: We may share your information with our parent, subsidiary, 
and affiliate entities and our portfolio of companies 

• With Our Service Providers: We may share your information with third 
parties who perform services on our behalf. For example, this may 
include companies that send emails on our behalf or help us run the 
Website 

• With Our Business Partners: This may include companies that deliver 
online advertisements 

• With Any Successors to All or Part of our Business: For example, if we 
merge with, acquire or are acquired, or sell part of its business to 
another entity. This may include an asset sale, corporate reorganization 
or other change of control 

• For Other Reasons We May Describe to You. 
 

In addition, we may disclose your Personal Information to third parties without 
your consent if we have reason to believe that disclosing this information is 
necessary to identify, contact or bring legal action against someone who 
may be causing injury to or interference with (either intentionally or 
unintentionally) our rights or property, other End Users, or anyone else 
(including the rights or property of anyone else) that could be harmed by 
such activities. Further, we may disclose Personal Information when we 
believe in good faith that such disclosure is required by and in accordance 
with the law. We also reserve the right to access, read, preserve, and disclose 
any information as we reasonably believe is necessary to: 

• Satisfy any applicable law, regulation, legal process or governmental 
request 

• Enforce our contracts or user agreements, including investigation of 
potential violations hereof 

• Detect, prevent, or otherwise address fraud, security or technical issues. 
 



The above may include exchanging Personal Information with other 
companies and organizations for fraud protection and spam/malware 
prevention. Notwithstanding the general terms of this policy, the collection, 
use, and disclosure of Personal Information may be made outside of the 
terms herein to the extent provided for in any applicable privacy or other 
legislation in effect from time to time, or pursuant to court orders. 

How we secure personal information 

We are committed to protecting the security of the Personal Information we 
collect, process, and store. 

We have implemented measures designed to secure your Personal 
Information from accidental loss and from unauthorized access, use, 
alteration and disclosure. To do this, we use a variety of physical, 
administrative and technical safeguards designed to help protect it from 
unauthorized access, use and disclosure. We have implemented best-
practice standards and controls in compliance with internationally 
recognized security frameworks. We use encryption technologies to protect 
data exchanged with our Website. 

The safety and security of your Personal Information also depends on you. 
Where we have given you (or where you have chosen) a password for access 
to certain parts of our Website, you are responsible for ensuring the password 
is hard to guess and is kept confidential. 

Unfortunately, the transmission of information via the internet is not 
completely secure. Although we have implemented commercially reasonable 
safeguards to protect your Personal Information, we cannot guarantee the 
security of Personal Information transmitted to our Website. 

Your rights 

We provide the same suite of services to all our Customers and End Users 
worldwide. We offer the following rights to all individuals regardless of their 
location or applicable privacy regulations. For Personal Information we have 
collected from and about you, you have the right to: 



• Obtain information about what Personal Information we have about 
you and receive a copy of the information 

• Update or correct your Personal Information or ask us to do it on your 
behalf 

• Request that we delete your Personal Information at any time. We will 
communicate back to you within a reasonable timeline the result of 
your request. We may not be able to delete or erase your Personal 
Information, but we will inform you of these reasons and any further 
actions available to you 

• Object to our processing of your Personal Information for direct 
marketing purposes. This means that we will stop using your personal 
information for these purposes 

• Ask us to limit the way in which we use your Personal Information 
• Request that we export to you in a machine-readable format all the 

Personal Information we have about you. If this is not technically 
feasible, we will inform you of these reasons and any further actions 
available to you. 
 

If you would rather not receive marketing communications from us, you can 
click the “Unsubscribe” link in e-mails we send you to stop receiving 
marketing communications. 

You may also choose which information we collect automatically from your 
device by controlling the cookie settings on your browser or by indicating your 
cookie preferences through our Website. If you opt-out of receiving marketing 
communications, we may still communicate with you regarding security and 
privacy issues, servicing your account, fulfilling your requests, or 
administering any promotion or any program in which you may have elected 
to participate. 

Our application and services are intended for business use, and we do not 
expect them to be of any interest to minors. We do not intentionally collect 
any Personal Information of consumers under the age of 13. If you believe that 
a child under 13 may have provided us with their Personal Information, please 
contact us at privacy@eunasolutions.com. 
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If you would like to exercise any of the rights described above, please contact 
us at privacy@eunasolutions.com. 

You also have the right to lodge a complaint with the local organizations in 
charge of enforcing the privacy legislation applicable in your territory. 

How long we keep your personal information 

We retain Personal Information as long as it is necessary to provide the 
services to you and our customers, subject to any legal obligations to further 
retain such information. 

We may also retain Personal Information to comply with the law, prevent 
fraud, collect fees, resolve disputes, troubleshoot problems, assist with 
investigations, enforce our Terms of Service and take other actions permitted 
by law. 

The information we retain will be handled following this Privacy Policy. 

Information connected to you that is no longer necessary and relevant to 
provide our services may be de-identified or aggregated with other non-
personal data. This information may provide insights that are commercially 
valuable to Euna Solutions, such as statistics of the use of our services. 

Storage and transfer of information 

We process data, including Personal Information, in locations in the United 
States, Canada, and AWS (Amazon Web Services) in Europe and rely on 
legally provided mechanisms to lawfully transfer data across borders, such 
as contracts incorporating data protection and sharing obligations. Euna 
Solutions uses AWS located in the European Union to store data for our 
European Customers. However, Personal Information may be transferred to 
subprocessors in Canada and the United States in accordance with this 
Privacy Policy and applicable laws. 

We provide the capability for the return, transfer and/or disposal of Personal 
Information securely. 
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By submitting Personal Information or otherwise using the Website or our 
Platform Services, you agree to this transfer, storing or processing of your 
Personal Information in Canada and the United States. You acknowledge and 
agree that your Personal Information may be accessible to law enforcement 
and governmental agencies relative to the country or territory where the data 
is stored under lawful access regimes or a court order. 

Contact information 

You may contact us at privacy@eunasolutions.com  to exercise any of your 
rights or ask for more information about your Personal Information and our 
privacy practices. For more information about our services, please refer to our 
website:  https://eunasolutions.com/solutions 
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